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1 purpose
The start up of production plants, the realization of functional tests and the start upo aof several plant components require a careful supervision under safety aspects. The first time start up of several plants or plant components as well as the realization of several functional tests can trigger the danger of property damage and physical injury. To counter this risk potential all employees are instructed, to observe the following points during the start up of plants and plant components as well as the realization of functional tests.
2 scope
This security policy is targeted at the commissioners and the project leaders of the whole ProLeiT Group similarly. This policy’s scope spans the whole start up period.
3 terms and short cuts
All used terms and short cuts are described in the concerning phases of QM-System.html-site of ProLeiT GmbH.

4    competences
The competences are described in the concerning phases of QM-System.html-site.
5     further applicable documents
Following processes and documents apply together with this policy:

·  Process project handling
· Process settlement of the project during start up and service
· All documents, checklists and templates, which are assigned to the phase (see QM-System.html-site in phase „start up“)

6 Security advice
· In front of beginning these activities, the principal’s responsible employees have to be informed of the planned activities and the prospective length.

· With the collaboration of respective responsible persons system dependent risk potentials are to allow.
· In front of start up, it have to be secured with suitable activities, that all necessary activities are done or will be done before beginning the start up.

· The plants or plant components, which want to get checked up, have to take a safety test and have to be checked up on incorrect or damaged parts first.

· You have to pay attention on existing safety regulations from the principal during the start up. You have to allow for principal security officer’s orders.

· During the start up it has to be secured, that there is nobody in the dangerous area near movable plant parts and that there is nobody, who moves in these areas. Through this it has to be secured, that there is no stop over of unauthorised persons in the dangerous areas. If necessary dangerous areas have to be secured severally to space out trespassing.
· All security relevant areas are to check severally and a surveillance is to guarantee the whole time if necessary.

· In front of the start up it has to be secured, that all responsible persons are taught how to react in case of misoperation or interferences. If necessary a safety plan has to be created, which includes useful emergency measures in case of a dangerous situation.

· Everybody, who takes part on the start up, have to be taught about the activities of emergency measures in case of a dangerous situation before the beginning.

· During the start up it has to be secured, that the information transfer works without problems through all involved employees and that a reaction on short notice is guaranteed after a beginning misoperation.

· A particular main focus is on the safeguarding, that a health risk of own employees, principal’s employees and third party persons is impossible during the necessary start up activities.

· In all deliverables there have to be an allow on the plant-special features. Known dangerous spots are to secure severally, if necessary.

We beg all involved employees, to take care about security advices in is entirety. The adherence to the security advices mainly serves the protection off all employees, who are involved in the start up and all persons, whose cooperation is necessary to organize the start up and the function tests.
Therefore we beg you, to take the security measures and to allow the project leaders in this case.
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